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1.0 Introduction 
 

Agile working is a strategic approach to flexibility in the workplace, enabling employees to 
perform their roles effectively regardless of location, while maintaining productivity, 
collaboration, and wellbeing. It removes the traditional constraints of where, when, and how 
work is done, focusing instead on outcomes and performance. This Procedure supports the 
Agile Working Policy (HR13) and outlines processes to be followed for all forms of working—
home, office, and hybrid—and the necessary health, safety, and support arrangements. The 
aim is to ensure that all staff are safeguarded and supported by Ark and their line manager, 
no matter where they work.  
 

1.1 Types of Working in Agile Context 
 
Agile working at Ark comprises three main models: 
 
1. Remote Working 
 
Employees work primarily from their residence. This model requires proper workstation 
setups, compliance with health and safety policies, and ongoing communication with line 
managers.  
2. Office Working 
 
Employees work from Ark’s owned or leased premises. This may suit roles requiring on-site 
collaboration or access to physical resources.  
 
3. Hybrid Working   
 
A combination of home and office working, hybrid working provides flexibility while 
retaining the benefits of in-person interaction. Staff in this model are expected to divide 
their time between home and office settings based on role needs, team collaboration, and 
personal preference, agreed upon with their line manager. 
 
Hybrid working is central to Ark's agile approach and supports: 
 

• Enhanced employee autonomy while maintaining a physical connection to the 
organisation. 

• Improved collaboration, with structured in-person time to maintain culture and team 
working.  

• Operational resilience, allowing teams to adapt swiftly to changing circumstances. 
 

Employees who undertake the hybrid approach are bound by the same principles of this 
Procedure when working from home as those who primarily undertake the remote working 
approach.  
 
Managers and staff must actively plan how hybrid arrangements will work in practice—
including schedules, workspace bookings, communication rhythms, and performance 
monitoring—ensuring clarity and consistency for everyone involved. 
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Please note that travel between home and the designated office base is not considered 
working time. 

2.0 Health and Safety 
 

Home/Remote workers are covered by standard health and safety legislation. Ark has a duty 
to ensure, as far as reasonably practicable, the health, safety, and welfare of employees. 
Employees must also take responsibility for their own safety and that of others. 
 

2.1 Risk Assessment   
 

• Home/Remote working does not remove Ark from the ultimate responsibility for risk 

assessments. 

• Ark may conduct home visits to assess health and safety risks. 

• Employees will be provided with the necessary tools to self-assess their remote 

workspaces. 

 

Annual Health, Safety and Equipment Checks 

 

To support safe and compliant home and remote working, the following checks have been 

combined into a single online process, to be completed annually by all staff: 

 

• Home/Remote Worker Checklist 

• Display Screen Equipment (DSE) Assessment 

• Electrical Appliance Health Checklist 

 

2.2 Fire Safety 

 

• Home/Remote workers must adhere to fire safety guidelines. 

• Maintain operational smoke detectors. 

• Ensure clear exit routes and avoid storing combustible materials near heat sources. 

• It is the remote workers responsibility to have a competent person advise and repair 

any faults or damage to electrical circuits at home. 

2.3 Equipment Setup 

 
• There may be an option to utilise other ICT equipment at home dependent on 

availability such as a monitor.  

3.0 Staff Well-being 
 

The reduction in person-to-person interaction, an increase in digital meetings and working 
in isolation can at times be challenging. Ark supports well-being through access to our 
Employee Assistance Programme provider. 
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4.0 Responsibility  
 

All employees participating in agile working arrangements are responsible for understanding 
and complying with the Agile Working Policy and Procedure, alongside all related Ark policies 
and procedures. 
 

4.1 Employee Responsibilities 
 
Employees must take ownership of working safely, securely, and productively in agile 
environments. This includes: 
 

• Maintaining regular communication with their line manager and team. 

• Completing Health, Safety and Equipment Checks annually via Learn Pro. 

• Safeguarding Ark property and ensuring secure use of systems and data in line with 
information security and data protection requirements. 

• Upholding professional standards, including confidentiality and appropriate conduct 
during online meetings and calls. If privacy cannot be guaranteed, a headset must be 
worn to protect sensitive information. 

• Updating outlook diary to show availability and non-availability. 

• Updating appropriate status during working hours on MS Teams. 

• Informing their manager if they will be away from their workstation for a prolonged 
period during working hours (outside of designated break times), such as for 
appointments or other commitments. 
 

4.2 Line Manager Responsibilities 
 

Managers are responsible for: 
 

• Discussing and agreeing remote/hybrid working arrangements with employees, 
ensuring they are suitable for the role and service needs. Flexibility can be applied 
providing that objectives and outputs are delivered as agreed between the staff 
member and line manager. 

• Providing ongoing supervision, support, and performance management in line with 
Ark’s policies. 

• Ensuring appraisal, feedback, and development structures remain in place. 

• Monitoring performance, wellbeing, and engagement, and addressing any issues 
proactively. 

• Ensuring regular team meetings take place at least quarterly and that all staff have 

access to attend either in person or using technology. 

• Ensuring regular communications with the teams via email, group chats, phone calls, 

updates and MS Teams. 

• Encouraging employees to take regular breaks, stretch, and step away from their 

workstations to support well-being and productivity. 
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• Ensuring normal absence reporting Procedures apply for all employees. 

• Ensure that the same standards are applied to remote workers and office workers in 

all aspects of employment and that all the team responsibilities are transparent to 

avoid judgement being applied to those that are working remotely. 
 

As a manager of a remote or hybrid team, Ark will provide support and guidance to ensure 
that managers have the skills required to manage performance of the team and individual 
team members, no matter where their work base is. 
 
Support/Guidance/Training can be provided on the following (this list is not exhaustive): 
 

• Managing remote teams. 

• Appropriate and regular communications. 

• Health & Safety requirements for line managers. 

• Ark’s Performance Management Policy and process. 

• Objective setting – team and individual. 

• Chairing remote meetings. 

5.0 Digital & Technology 

 
All ICT equipment (including portable computer devices) supplied to staff is the property of 
Ark. It must be returned upon the request of Ark to allow essential maintenance work and 
support. All ICT equipment will be supplied by Ark’s ICT Department and hardware and 
software must only be provided by Ark. 

 
5.1 Equipment & Support 

 
Ark will ensure that remote workers are provided with the equipment and technology 
required to carry out their role. The ICT Team will ensure the following is provided (if 
necessary): 

 

• Laptop/desktop. 

• Monitor, keyboard, mouse. 

• Mobile phone. 

• MS Teams/Citrix access. 

• Remote ICT support. 

 

5.2 Governance 

 
Ark may at any time, and without notice, request a software and hardware audit, and may be 
required to remove any equipment at the time of the audit for further inspection. Staff must 
co-operate fully with any such audit. 
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Any user who chooses to undertake work remotely using their own ICT equipment must not 
hold or process any personal or sensitive information relating to Ark, its employees, or 
customers outside of Citrix. 

 

5.3 Data Protection, Information Security and Confidentiality 

 
Securing data when users work remotely is a serious issue; particularly in relation to Ark’s 
need as an organisation to protect data in line with the requirements of the GDPR, as laid out 
in Openness and Confidentiality Policy (G13), Data Protection Policy (G24). These policies 
always apply regardless of the working location. 
 
Devices are provided to assist staff to conduct official Ark business efficiently and effectively. 
This equipment, and any information stored on Ark devices, should be recognised as valuable 
organisational information assets and safeguarded appropriately. 
 
Ark provides employees with access to the personal and confidential information they need 
to do their job and in turn expects the following: 
 

• Do not disclose information to unauthorised individuals. 

• Secure all devices and files. 

• Minimise personal printing. 

• Dispose of personal/confidential info securely. 

• Report all data loss immediately. 

 

6.0 Remote Working Requests  
 
6.1 Organisational Requests 
 
Ark may require employees to work remotely either on a temporary or long-term basis. In 
such cases, this will be discussed and agreed upon with the employee in advance. As part of 
any remote working arrangement, Ark will ensure that all relevant requirements outlined in 
this Procedure and the associated Policy are met. 
 
The suitability of the proposed remote working location will be assessed by the line manager. 
Where the location is the employee’s home, a full Health & Safety risk assessment must be 
completed, along with the remote working checklist, by both the employee and their line 
manager. 
 

6.2 Employee Requests 

 
Employees who wish to work remotely for all their working week or on days that differ from 
core team office days, should initially discuss this with their Line Manager. If appropriate, the 
request may then be escalated to the relevant member of the Senior Leadership Team (SLT). 
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Where the request involves a significant or permanent change to working arrangements, it 
may fall under the organisation’s Flexible Working Policy (HR25). In such cases, employees 
should submit a formal flexible working request for consideration. 
 
All remote working arrangements must be approved by both the relevant SLT member and 
the Head of People & Organisational Development before any changes are implemented. 
Employees working remotely remain subject to their existing terms and conditions of 
employment, unless specific amendments have been agreed to reflect the nature of remote 
working. The designated remote working location must be agreed upon with the line 
manager, and remote working may only commence once the suitability of the premises has 
been confirmed, and formal approval has been granted by Ark. 
 
Working out with the UK is not permitted unless Senior Leadership Team approval has been 
sought prior to travel. Please see G52 - Business Case Approval Procedure (G52) for more 
information. 

 

6.3 Remote Working Costs 

 
Employees are responsible for covering the general costs associated with remote working, 
unless alternative arrangements have been agreed. These may include expenses such as 
heating, lighting, and internet usage. When working remotely, staff are responsible for: 
 

• Any additional energy, heating, or cooling costs incurred. 
• Maintaining an internet connection sufficient to support their work duties. 
• Ensuring their home workspace meets health and safety requirements. 
• Notifying any relevant parties with an interest in their property (e.g., mortgage 

lenders, landlords, or leaseholders) about their working arrangements. 
• Informing their home and contents insurance provider of their remote working 

setup. 
• Making use of organisational facilities (e.g., printing, postal services) where feasible, 

to reduce personal expenses. 
• Refraining from hosting work-related meetings at home. 

 
7.0 Related Policies, Procedures & Documentation 
 
All employees should familiarise themselves with the policies and expectations associated 

with agile working, including remote, hybrid, and flexible arrangements. This includes 

understanding their responsibilities in relation to health and safety, data protection, 

confidentiality, appropriate use of technology, communication protocols, and performance 

management. Employees are expected to uphold these responsibilities to ensure that agile 

working is effective, secure, and aligned with organisational objectives. 

 

• G13 - Openness and Confidentiality Policy 

• G15 - Computer System Security, Email & Internet Policy 

• G24 - Data Protection Policy 
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• G24a - Information Security and Personal Data Breach Management Procedure  

• HR04 - Staff Code of Conduct Policy 

• HR05 - Performance Management Policy & Procedure 
• HR18 - Disciplinary Policy & Procedure 

• HR21 - social media Policy 

• HR25 - Flexible Working Policy & Procedure 

• HR32 - Expenses & Allowances Policy 

• HS05 - Fire Safety Policy & Procedure 

• HS09 - Display Screen Equipment Policy and Procedure  

• HS12 - Lone Working Policy & Procedure 

• HS20 - Stress at Work Policy and Procedure 

• HS21 - Extra Duty of Care Policy and Procedure 

• Ark’s Vision, Mission & Values 

 

8.0 Training & Monitoring requirements 
 

8.1 Training  
 
Staff will have training appropriate to their needs and to the needs of the organisation as 

identified on their individual learning plans. Ark will ensure that relevant employees have an 

awareness of this Procedure and receive adequate training to enable them to effectively fulfil 

their roles and responsibilities, including remote work safety, system security, and data 

protection. 

8.2 Monitoring 

 

The outcomes of these activities will inform updates to the Procedure and support the 

organisation’s commitment to a flexible, responsive, and inclusive working environment. To 

ensure the effectiveness and consistency of agile working arrangements across the 

organisation, Ark will implement regular monitoring and review processes. This includes: 

 

• Cyclical Review: The Procedure will be formally reviewed every 3 years to ensure 

alignment with organisational goals, technological advancements, and emerging best 

practices in agile and flexible working. 

• Ongoing Monitoring: The effectiveness of agile working arrangements will be 

continuously assessed by line managers and the HR team, with particular focus on 

performance outcomes, team collaboration, and employee wellbeing. 

• Managerial Review: Agile working arrangements will be reviewed regularly by line 

managers as part of ongoing supervision and performance management. This ensures 

that remote working continues to meet both individual and organisational needs. 

• Risk Assessment: Workplace risk assessments will be updated regularly to reflect the 

unique considerations of agile working, including remote work ergonomics, data 

security, and employee isolation risks. 

https://www.arkha.org.uk/about-us/
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Findings from these monitoring activities will inform future improvements to the Policy and 

support the development of a flexible, productive, and safe working environment for all 

employees. 

 

 


